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ИНСТРУКЦИЯ ПОЛЬЗОВАТЕЛЯ

ПО БЕЗОПАСНОЙ РАБОТЕ В СЕТИ ИНТЕРНЕТ

Д. БОГДАНОВКА

1. Пользователями точки доступа к информационным Интернет-ресурсам являются сотрудники и обучающиеся школы.
2. Работа учащихся в сети Интернет организуется только под контролем учителя.
3. Учитель, осуществляющий контроль за использованием учащимися сети Интернет:
* определяет время и место работы учащимися в сети Интернет;
* способствует осуществлению контроля за объемом трафика школы в сети Интернет;
* наблюдает за использованием компьютеров и сети Интернет учащимися;
* запрещает дальнейшую работу учащегося в сети Интернет в случае нарушения учащимся порядка использования сети Интернет;
* принимает необходимые меры для пресечения дальнейших попыток доступа к ресурсу/группе ресурсов, несовместимых с задачами образования.
1. Пользователи «точки доступа» могут бесплатно пользоваться доступом к информационным Интернет-ресурсам.
2. Пользователи могут работать в сети Интернет не больше одного часа. При необходимости время работы может быть увеличено по согласованию с ответственным за «точку доступа к Интернету»
3. Пользователи должны сохранять полученную информацию на съемном диске (дискете, CD-ROM, флеш-накопителе). Съемные диски должны предварительно проверяться на наличие вирусов.
4. Пользователям запрещается работать в сети Интернет под чужим регистрационным именем, сообщать кому-либо свой пароль.
5. Персональные данные сотрудников и обучающихся пользователями сети Интернет могут размещаться только с письменного согласия.
6. Пользователям запрещается:
* находиться на ресурсах, содержание и тематика которых является недопустимой для несовершеннолетних и /или нарушающей законодательство Российской Федерации (эротика, порнография, пропаганда насилия, терроризма, политического или религиозного экстремизма, национальной, расовой и т.п. розни, иные ресурсы схожей направленности);
* совершать любые сделки через Интернет;
* осуществлять загрузки файлов на компьютер школы без разрешения уполномоченного лица;
* распространять оскорбительную, не соответствующую действительности, порочащую других лиц информацию, угрозы;
* совершать личную переписку, размещать объявления.
* играть в азартные игры.

10. При обнаружении информации, которая относится к числу запрещенной для распространения в соответствии с законодательством Российской Федерации или иному потенциально опасному для учащихся контенту, ответственный за «точку доступа в сети Интернет» направляет соответствующую информацию директору школы.